Privacy Policy

Effective date: August 2020

We take your privacy seriously. This Privacy Policy explains what personal information we collect and how we use it.

We encourage you to read this policy thoroughly.

Who is Montgomery Group and how can you contact us?
When we refer to ‘Montgomery Group’ in this Privacy Policy, we mean Angus Montgomery Limited, subsidiaries, joint ventures and associates.

Angus Montgomery Limited is the parent company of a group of companies which includes; Fresh Montgomery Ltd, FIT Events Ltd, Specialised Exhibitions Pty Ltd, Montgomery Events Asia Pte Ltd and Afrocet Montgomery Exhibitions and Events Ltd. The Montgomery group of companies has its corporate HQ in London, UK and its operational HQs in locations including Johannesburg, South Africa and Singapore. You can find out more about Montgomery Group including a list of subsidiary, joint venture and associate companies on our website at www.montgomerygroup.com.

Montgomery Group is responsible for processing the personal information you provide to us and is registered with the Information Commissioners Office in the UK under the UK Data Protection Act 1998, Personal Data Protection Act 2012 and all regulations that apply directly to the European Union and Singapore regulation relating to privacy. If there’s anything you’re unsure about in this Privacy Policy, feel free to contact us at data@montgomerygroup.com.

What information we collect
We will need to ask you for certain personal information to give you the best possible experience when you engage with us (via our websites or otherwise) and when you use our products and services. We will also collect other information about you and the devices you use to access our website, or we may ask third parties to do this for us, in these cases we do so by using technologies such as cookies.

Contact information
When you enquire to exhibit, register to visit or sign up for one of our newsletters, we will ask you to provide some contact information. Contact information may include some or all of the following: full name, residential address, landline phone number, mobile phone number, email address.

Where the services or products you select carry a cost, we will ask you to provide some payment information. Payment information may include some or all of the following: credit card and debit
card details. This data is not stored by Montgomery Group.

**Professional Information**
We may also ask you to provide some professional information when you enquire to exhibit, register to visit or sign up for our newsletters. Professional information may include some or all of the following: company name, company address, company email address.

**Security**
For most of the services you access on our website, we will ask you to provide security information that only you will know. Security information may include some or all of the following: username, mother's maiden name, password and memorable word.

**Cookies**
Some of our websites use Cookies. These are nothing more than a simple text file. They are not executable programs, and consequently it is impossible for a cookie to contain a virus, or any other application. Cookies are also very small, and you run no risk of filling your hard drive with too many cookies.

The Cookie that is placed on your computer contains only your unique reference number that is allocated by the registration process. This consists of a 4-digit number. There is no information in the Cookie that can identify you. The Cookie is only valid when you access the relevant Montgomery Group site.

**Device**
We also collect certain data automatically from your visit to our website or use of our services. This may include (but is not limited to) some or all of the following: How you connect to the internet (including IP address), how you engage with our site, screen resolution, browser data stored on your device (such as cookies), information about the device software you are using such as internet browser and location data (city, region of the IP address you used when accessing our services).

**How we use your information**
We use your personal information in lots of ways to make our products and services as effective as possible.

**To enable you to access our website and use our services**
To accept you as a new/returning customer and continue to provide you with our products and services.

**To let you know about significant changes to our products and services, terms or privacy policy**
To let you know by email, post or when you log in to the site if there are significant changes to our products and services, their features, our terms, or our privacy policy.
To confirm your identity and authenticate the information you provide
As part of providing services to you, we will confirm your identity and authenticate the information you provide for security purposes. Establishing your identity is important as the services we offer are only relevant for specific audiences so we must be sure you are who you say you are. Identity checking may also involve checking the registration information you give us against information we already hold about you if you are a returning customer and potentially publicly available information about you such as from social media.
If we are unable to confirm your identity from the registration information you provide, we will let you know by using the contact details you have provided and you may then have the option to make a written application and provide further proof of your identity.

To process payments and collect arrears
We will use your information to process the payments you commit to when signing up for our services or purchasing our products and for the collection of any future payments or overdue amounts for those services or products.

To provide and improve customer support
We will use your information to improve the customer support given to you. For example, when you have questions or request for to receive your log-in information back to you in cases where the details are lost or forgotten.

To send you service communications
We will use your information to contact you to tell you about changes to or issues affecting the products or services you are taking.

Marketing
We will use your information for marketing purposes such as if we think one of our products, services or offers, or those of our third party partners, may interest you, we or they may contact you about them by email, SMS, on the phone or through the post. You can opt out of marketing communications at any time by following the instructions in the email or SMS or by contacting us at data@montgomerygroup.com and ariel@montgomeryasia.com.

Market research
Montgomery Group may select particular customers and invite them to be involved in market research. If you accept this invitation, we will use the feedback you give us to improve our products and services.

Administration of prize draws, competitions, membership offers, surveys and other promotional activities
From time to time, we will run prize draws, competitions, promotions and surveys. We will use the personal data you provide to us to run such activities and to do what we agreed to do as part
of them.

**Internal Training Purposes**
We may use your information to ensure that our team has the best knowledge and expertise they need to ensure we provide the best possible experience for our customers when interacting with us.

**Reporting and analytical purposes**
We will use your information for reporting and analytical purposes (e.g. how many of our customers are in the north or south of the country) to enable us to improve our products and services and to provide appropriate levels of support to our customers.

**Tracking activity**
We will use your information to track your activity on our websites to help us better understand your interests and how you interact with us. We may also use this information to help us detect if someone else is trying to access your account or use the services you take from us. We will also use this information to better engage with you and to ensure that you get the best service we can provide and improve our products and services in the future.

**To maintain our records and other administrative functions**
Like any business, we need to ensure that we maintain comprehensive and up to date records of the ways we process your personal information and other operational activities. Therefore, we will process the information you provide for record-keeping, updates and general administrative purposes.

**Complaint and dispute resolution**
Whilst we will try to make sure that you are happy with the products and services we provide and do not feel the need to complain, if you do complain to us, we will use the information we have about you to help us manage your complaint.

**To comply with the law**
Like any other business, we are required to comply with many laws and regulations. We will, where necessary, use your personal data to the extent required to enable us to comply with these requirements.

**Email tracking**
Montgomery Group may use performance tracking technology within our emails to improve our future interactions with you. This means we are able to capture information including (but not limited to) the time and date you open our e-mails and the type of device used to open the email.
We use this information primarily to understand whether our e-mails are opened and what links are clicked on by our customers. We then use this information to improve the emails that we send to you and the services that we provide.
Further uses of your personal information not described in this Privacy Policy
If we use your personal information for any purposes that are not set out in this Privacy Policy, we will let you know exactly what we will use it for before we go ahead and use it and obtain your consent where appropriate.

What are the legal grounds for handling personal information?
Data protection laws require that, where we process your personal data, we must satisfy at least one prescribed condition for processing. These are set out in data protection laws and we rely on a number of different conditions for the activities we carry out.

Necessary for performance of a contract or to comply with law
In most cases, the information described above will be provided to us by you because you want to take services from us or engage with us. Therefore, giving this information to us is your choice. Our use of your information will be governed by contract terms. If you choose not to give all or some of it to us, this may affect our ability to provide the services you want, to you. In particular, we may rely on this condition for processing in the following scenarios:

- To grant you entry to an event or exhibition or conference.
- To allow your company to exhibit or partake in an event or exhibition or conference.
- To enable you to access our website and use our services.
- To let you know about significant changes to our product or services, terms or privacy policy.
- To confirm your identity and authenticate the information you provide.
- To process payments and collect arrears.
- To provide and improve customer support.
- To provide alerts.
- To send you service communications.

Consent
Where we collect other information from you such as enquiry forms on websites, or when we use cookies to collect information about the device you use to access our website or when third parties collect this information on our behalf, you will be asked to consent to this before using our website. If you choose not to give your consent, or you later remove your consent, this may affect our ability to provide the services you want, to you. We may also rely on consent in the following scenarios:

- Marketing - From time to time, we would like to let you know about products, services and offers from MontgomeryGroup and our partners.
- Market research – we may send you invitations to participate in market research (see below). If you do so, your feedback is given with your consent.
- Administration of prize draws, competitions, membership offers, surveys and other promotional activities

Necessary in our legitimate interests or those of a third party
In the United Kingdom and Singapore, we can also use personal information where the benefits of doing it are not outweighed by the interests or fundamental rights or freedoms of individuals.
The law calls this the “Legitimate Interests” condition for processing. Where we rely on it, the benefits being pursued by us are:

- **Running a commercial business**
  Like any commercial organisation, we run a business and process information where necessary to do so. We also provide services to third parties which help them to run their businesses more effectively and efficiently. We have put in place various safeguards to ensure that individuals’ whose personal information we handle are not unduly harmed by the activities we use their personal data for. These include making information available to individuals so that they understand how their personal data will be used by Montgomery Group, explaining their rights to obtain the information we hold and to have their information corrected or restricted and providing information about how individuals can submit a complaint if they are dissatisfied.

- **Reporting and analytical purposes**
  To provide management information and information to improve our services.

- **Tracking activity**
  To help us to improve our services.

- **To maintain our records and other administrative purposes**
  To enable Montgomery Group to provide the most accurate data for our customers and clients.

- **Complaint and dispute resolution**
  We will need to use customer data when looking into queries and complaints.

- **To improve data accuracy and completeness**
  When you register for our services you may supply us with additional information about yourself which we will use to improve our data accuracy and completeness.

- **Email tracking**
  In order to improve our communications to our customers.

- **Invitations to participate in market research**
  In order to improve the services we offer to customers, we may ask you to participate in research from time to time. It is entirely up to you whether you choose to do so.

**Who we share your personal information with**

We share your personal information only with those persons who need to handle it so we can provide the products and services from Montgomery Group and its subsidiaries, joint venture or associates that you’ve signed up to or purchased. We also share it with suppliers who provide services to us which require access to your personal information only; and with resellers, distributors and agents involved in delivering the services we provide where necessary for them to do so.

Lastly, we may also provide your personal information to fraud prevention agencies. This is to protect the Montgomery group of companies and our customers, to keep our systems secure, or where it’s necessary to protect either yours or our best interests.
• **Group companies**
  Montgomery Group and its subsidiaries, joint ventures and associates benefit from the IT infrastructure and expertise that exists in our business. This means that the personal data you provide to us may be accessed by members of our group of companies for support and administrative purposes.

• **Suppliers**
  We use a number of service providers to support our business and these service providers may have access to our systems and data in order to provide services to us and/or to you on our behalf.

• **Resellers, distributors and agents**
  We sometimes use organisations to help provide our products and services to clients and customers. Personal data may be provided to them in connection with this purpose.

• **Individuals**
  You can obtain a copy of the information we hold about you. Refer to the section "Your rights to how we use your personal information" for further information on how you can do this.

**Where in the world do we send information?**
Montgomery Group is based in the UK, which is where our main databases are. We also operate elsewhere in and outside the European Economic Area, so we may access your personal information from and transfer it to these locations as well. Don't worry though, any personal information we access from or transfer to these locations is protected by European and Singapore data protection standards.

While countries in the European Economic Area all ensure rigorous data protection laws, there are parts of the world that may not be quite so rigorous and don't provide the same quality of legal protection when it comes to your personal information.

To make sure we keep your personal information safe, we apply strict safeguards when transferring it overseas. For example:

• Sending your personal information to countries approved by the European Commission as having high-quality data protection laws, such as Switzerland and Canada.

• Putting in place a contract that has been approved by the European Commission with the recipient of your personal information that provides a suitable level of high-quality protection.

• Sending your personal information to a member organisation approved by the European Commission as providing a suitable level of high-quality protection. For example, the Privacy Shield Scheme that exists in the US.

**Your rights to how we use your personal information**
It is important that you understand your rights in relation to your personal information and how you can contact us if you have questions or concerns.

If you've given us consent to process your personal information, you have the right to withdraw that consent at any time by contacting us via email data@montgomerygroup.com and ariel@montgomeryasia.com; by telephone +44 (0) 20 7886 3000; by post to 9 Manchester Square, London, W1U 3PL, United Kingdom. You can also make changes to that preference via the same communication channels.

You can also ask for access to the personal information we hold about you and request that we correct any mistakes, restrict or stop processing or delete it. It's worth noting that in some cases if you do ask us to correct, delete or stop processing it, we won't always be required to do so. If that is the case, we will explain why.

In certain circumstances (e.g. where you provide your information to us (a) with consent to process it or (b) where the processing is necessary for the performance of our contract with you) you can require that we provide the information we hold about you either to you or a third party in a commonly used format. This only applies if we are processing it using automation only. If you would like more information about this, let us know by contacting us at data@montgomerygroup.com and ariel@montgomeryasia.com.

We will try to ensure that we deliver the best levels of customer service but if you think we are falling short of that commitment, please let us know by contacting us at data@montgomerygroup.com and ariel@montgomeryasia.com.

If you're still unhappy with any aspect of how we handle your personal information you also have the right to contact the Information Commissioner's Office (ICO), the supervisory authority that regulates handling of personal information in the UK. You can contact them by:

- Going to their website at https://ico.org.uk/
- Phone on 0303 123 1113
- Post to Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, SK9 5AF

You also have the option to register your complaint using the European Commission Online Dispute Resolution (ODR) platform. This is a web-based platform that is designed to help consumers who have bought goods or services online to deal with issues arising from their purchase.

**How we keep your personal information secure**

Online privacy and security are the most important aspects of any customer service and we take it extremely seriously. We use a variety of the latest technologies and procedures to protect your personal information from unauthorised access, destruction, use or disclosure.

We restrict access to your personal data to those employees, and third parties, who need to know that information to provide products or services to you. We maintain physical, electronic,
and procedural safeguards to protect your personal data.

**How long we keep your personal information for**
We'll keep your personal information for as long as we need it to provide and market the products and services you've signed up to or which may be of interest. We may also keep it to comply with our legal obligations, resolve any disputes and enforce our rights. These reasons can vary from one piece of information to the next and depend on the products or services you're signed up to, so the amount of time we keep your personal information for may vary.

In all cases, our need to use your personal information will be reassessed on a regular basis, and information which are no longer required for any purposes will be disposed of.

**Changes to this Privacy Policy**
We can update this Privacy Policy at any time and ideally you should check it regularly for updates. We won't alert you to every little change, but if there are any really important changes to the Policy or how we use your information we'll let you know and where appropriate ask for your consent.